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The information below applies exclusively to information processed by SecurID for the purpose 

of delivering SMS-based One-Time Passcode (OTP) authentication services. ‘SMS’ is commonly 

known as ‘text messages’. SecurID is an RSA business. This information is an extension of our 

SecurID Privacy Statement.  

 

Information we collect 

Personal information that we collect about you includes the mobile phone number provided by 

you to your participating organization. No other personal information is collected, disclosed, or 

processed. 

 

How we use your Information 

Mobile phone numbers are used exclusively for fulfillment of SMS-based authentication 

services. Personal information will never be used for marketing or advertising purposes. 

SecurID will send SMS to end users who have opted-in with their participating organization to 

receive one-time passcodes (OTP) to their mobile phone. Message frequency will vary based on 

product use. Standard message and data rates may apply. Reply HELP for help. Reply STOP to 

cancel. T-Mobile® is not liable for delayed or undeliverable messages. Supported carriers in the 

US include but are not limited to: AT&T Boost MetroPCS Sprint T-Mobile® U.S. Cellular® Verizon 

Wireless Virgin Mobile USA. International carriers will vary based on region. 

 

This information is not and should not be construed as legal advice, assistance, or guidance. Users should seek 
advice from their legal counsel if they have questions regarding privacy laws. 

 

https://www.rsa.com/en-us/company/privacy

