Organizations around the world have been watching anxiously as the General Data Protection Regulation (GDPR) approaches, bringing with it the potential for tremendous upheaval. Those who haven’t made a priority of preparing for this monumental shift in how private data is collected, stored and protected—which amounts to about half of US multinational companies, according to a PwC survey\(^1\)—face a very real risk of damage as GDPR blows in on May 25, 2018. With the potential for fines for noncompliance to reach in the millions of euros, the financial hit could be enough to shut some entities down. There’s still time to prepare, but with just months to go, it’s important to act quickly. This paper sets out five basic steps organizations may want to consider to help set up a framework for managing GDPR risk.

1. **KNOW WHAT’S COMING**

   It may sound obvious, but the first step in being prepared for GDPR is developing a clear awareness and understanding of the regulation and its requirements, particularly with regard to how those requirements apply to your organization. In brief, GDPR 1) applies to all companies that handle personal data of citizens of the EU, regardless of whether those companies are located in the EU, and 2) requires privacy controls to be implemented around processes for data collection, storage and protection. What does that mean precisely? There’s no getting around it: the only way to fully grasp its implications for your organization is to review the regulation itself (yes, all 99 articles) in detail, preferably with the guidance of legal and regulatory experts.

2. **SURVEY CURRENT CONDITIONS**

   Before you can strive towards meeting GDPR requirements for how to handle private data, you need to know what you’re dealing with—what data in your organization is subject to the privacy protections GDPR mandates, as well as where it’s stored and how it’s being used. If that sounds like a lot to track, it is. And the process is made even more challenging by the fact that data today is as likely to be in the cloud as in an on-premises data center. While automated tools can help meet the challenge of accurately identifying the type and amount of data residing in the IT infrastructure, much of this challenge will depend on data governance processes you implement regardless of whether the data is on-premises or in the cloud.

3. **CHECK YOUR STATE OF READINESS**

   Once the data that flows through the organization has been fully inventoried, it’s time to look at the ways in which data privacy is already being protected. Most organizations are likely to have measures in place to safeguard data, such as encryption processes, and these measures may have an important role to play in meeting some of the GDPR requirements for protecting the
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\(^1\) PwC GDPR preparedness pulse survey, December 2016
privacy of data the organization collects and stores. Other existing measures organizations are likely to already have instituted that relate to safeguarding data include privacy impact assessments, formal data governance policies and data backup and retention policies and tools.

4. MANAGE THIRD-PARTY RISK
Any organization that operates in the public cloud—whether in part or entirely—or that maintains relationships with vendors and contractors that involve data sharing will find its GDPR risk complicated by the presence of third parties. Documenting third-party engagement, evaluating the level of risk the parties pose and optimizing third-party governance are all important and necessary aspects of managing GDPR risk.

5. BE PREPARED TO MOVE FAST
One key GDPR requirement is the 72-hour breach reporting rule, which mandates that any data breach must be reported no more than 72 hours after the organization that’s been breached becomes aware of it. To be prepared to act that quickly when the law goes into effect, planning needs to start now. That means thinking about what capabilities you will have in place to determine the scope and impact of a breach within 72 hours. This is especially critical given that there is evidence today that while breaches may take just minutes to happen, they can take months to discover.²

In the months remaining before GDPR takes effect, organizations can do a lot to plan and prepare for the impact, so that the effect on operations is minimized. To learn more about how RSA Archer can help with implementing GDPR governance, risk and compliance solutions in your organization, visit rsa.com/gdpr.
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