You hear it every flu season: Shaking hands with someone means shaking hands with every person that person has shaken hands with. It’s not a bad reminder of the risks of working with third parties: As your exposure to other businesses grows, so does your risk exposure. And it’s not just from third-party vendors; it’s from their vendors, too. How can you possibly track all those relationships to manage your risk?

You won’t get far trying to separately monitor every vendor; no organization has the resources for that. What you need is a clear, consistent view of third-party engagement across the enterprise, and a way to automate and streamline oversight. That’s the most effective context for managing third-party risk.

You can’t avoid dealing with third parties in business any more than you can avoid shaking hands with everyone at the company holiday party. But you can definitely take steps toward reducing risk.

**Capabilities: What it takes to mature third-party management**

Third-party governance today requires automating and streamlining oversight to:

- Meet regulatory obligations associated with third-party relationships
- Engage stakeholders who are affected by third-party risks
- Standardize processes across the organization to quickly prioritize risks
- Provide a comprehensive view of risk to the executive team

RSA Archer Third Party Governance provides key capabilities to:

**Establish the scope and context for third-party management** by gathering information to understand exactly how the organization relies on third parties.

**Identify and assess third-party risk and performance** and capture changes to relationships that may alter risk profiles.

**Proactively evaluate risk** with efficient methods of assessing risk before onboarding new third parties.

**Monitor third-party risk profiles** and provide accurate and timely reports to stakeholders.
Stage by stage: Mapping the maturity journey

RSA Archer Maturity Models guide organizations through the journey from baseline risk management to optimized processes that balance opportunities and risks. There are five stages along the way:

- **Compliance Driven**
- **Risk Centric**
- **Opportunity Focused**

### The Siloed stage: Mastering the basics

Organizations at this stage are preparing to evolve existing approaches to third-party management.

- Multiple records of third-party relationships are maintained by different departments, with no one system of record to tie together the information.
- Discussions are just beginning as to what makes for a high-risk third party and what controls should be in place.

### The Transition stage: Stabilizing and strengthening

Moving from Siloed to Managed, there’s a more holistic view of third-party risk across the organization.

- Third-party products and services are beginning to be mapped together with IT systems and organizational structures.
- The organization agrees on a consistent method for assessing third-party risk.
- It’s possible to generate a list of key third parties, but with little business context.

### The Managed stage: Standing firm

The view of third-party risk across the organization becomes more focused and actionable.

- Third-party relationships have been centrally documented and mapped to business units.
- Risk assessments of third-party engagements are based on formal processes.
- Stakeholders regularly receive a list of risks and controls that clearly demonstrates the relationship between their level of risk and their risk tolerance.
The Transform stage: Asserting control
There’s a greater understanding of the business context of third-party relationships.

- Business objectives and strategies related to third-party management are clearly documented.
- Decisions to proceed with third-party engagements are enforced through technology.
- Monitoring provides early warning signs of changes in risk performance of third parties.

The Advantaged stage: Riding the wave
Third-party governance is optimized for effective risk management.

- Third-party risk assessment results are as automated as possible and practical.
- Fourth-party risk is evaluated when making risk decisions about third parties.
- Third-party risk monitoring and reporting are most robust, including dashboards, push technology, on-demand notifications and ad hoc requests.

Organizations ultimately realize the competitive advantages of harnessing risk: getting to market first, launching new products with calculated efficiency, and avoiding major issues that could wreck reputations and ruin bottom lines.

For more detailed information about the RSA Archer Maturity Model for Third Party Governance, visit www.rsa.com/en-us/resources.
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